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 The following revisions are proposed
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5.3
Reference architecture

Editor's Note: This section describes common reference architecture for Policy control and charging solution for Building Block 1

This architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB 1.

In this release the BBF AAA server is used for fixed access session authentication as defined by BBF specifications TR-101 [8], WT-146 [15] and it out of the 3GPP scope. The SWa/STa reference points are not applicable for authentication of fixed devices.

The fixed device is only supported in non-roaming scenario. 

The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.

In non-roaming architecture shown in figures 5.3.1.-1, 5.3.2-1, 5.3.3-1:

-
PCRF provisions PCC Rules to the PCEF located in the IP edge.

-
Both a 3GPP UE and a fixed device may access IP services network, e.g. internet, AF etc,

- 
the AF may be located in the 3GPP HPLMN or in the 3rd Party IP network that has agreements with HPLMN  - 
Multiple TDFs may be deployed

NOTE 1:
The reference point between the IP Edge to the TDF in EPC does not imply that the NSWO and Fixed traffic is EPC routed.The following assumptions are made for non-roaming architecture regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF.  Traffic that is not subject to for packet inspection may physically bypass the TDF.

Editor's note: The support of differentiating routing handling for the traffic is subjected for packet inspection and the traffic not subjected for packet inspection by BBF access network requires further study in Broadband Forum.

In roaming architecture shown in figures 5.3..1-2, 5.3.2-2, 5.3.3-2:

-
V-PCRF provisions PCC Rules to the PCEF located in the IP edge.

- 
the AF may be located in the 3GPP HPLMN or external  IP network  

-
both a 3GPP UE and a fixed device may access IP services network, e.g. internet, AF etc,- 
the TDF function, if present, is located in the 3GPP  VPLMN

-
multiple TDFs may be deployed

NOTE 2: The reference point between the IP Edge and the TDF in EPC does not imply that the NSWO and Fixed traffic are EPC routed.

The following assumptions are made for roaming scenario regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF located in VPLMN, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF in VPLMN.  Traffic that is not subject to for packet inspection may physically bypass the TDF.

Editor's note: The support of differentiating routing handling for the traffic is subjected for packet inspection and the traffic not subjected for packet inspection by BBF access network requires further study in Broadband Forum.

5.3.1 
Reference architecture for Policy Control and TDF based charging

Editor's Note: This section describes reference architecture which includes both QoS handling and TDF based charging solution.
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Figure 5.3.1.-1: Non-roaming architecture for policy Control and TDF based charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs

In this architecture:

- PCRF provisions ADC rules to the TDF over Sd interface or to the enhanced IP Edge PCEF over Gxd for application detection and control and charging control of 3GPP UEs’ offloaded traffic and of fixed device traffic.

Editor's Note: The assumption that IP Edge PCEF can be enhanced with ADC must be verified with BBF.
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Figure 5.3.1-2: Roaming architecture for policy control and TDF based charging for NSWO traffic to/from 3GPP UEs

In this architecture:

-
V-PCRF provisions ADC rules to the TDF over Sd interface or to the enhanced IP Edge PCEF over Gxd for application detection and control and charging control of 3GPP UEs’ offloaded traffic.
- When UDC architecture is used, SPR and Sp, wherever mentioned in this document, can be replaced by UDR and Ud.
NOTE: Either SPR or UDR is used in this architecture.
Editor's Note: The assumption that IP Edge PCEF can be enhanced with ADC must be verified with BBF.

5.3.2
Reference architecture for policy control and 3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network

Editor's Note: This section describes reference architecture which includes both QoS and Gy/Gz based charging solution with PCEF located in the fixed broadband access network.
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Figure 5.3.2-1: Non-roaming architecture for policy control and with 3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network

In this architecture:

-
PCRF provisions PCC rules to the PCEF in the IP Edge over Gxd interface for policy and charging control of 3GPP UEs’ offloaded traffic and of fixed device traffic.

Editor's Note: The details of this architecture for charging are FFS.
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Figure 5.3.2-2: Roaming architecture for policy control and 3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network

In this architecture:

-
V-PCRF provisions PCC rules to PCEF in the IP Edge over Gxd interface for policy and charging control of 3GPP UEs’ offloaded traffic.

Editor's Note:  The details of this architecture are FFS.

5.3.3
Reference architecture for policy control and AAA based charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs

Editor's Note: This section describes reference architecture which includes both Policy Control and AAA based charging solution.
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Figure 5.3.3-1: Non roaming architecture for policy control and AAA based charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs
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Figure 5.3.3-2: Roaming architecture for policy control and AAA based charging NSWO traffic to/from 3GPP UEs

Editor's Note: 
The details of this architecture are FFS.

Editor's Note: 
It is FFS whether the accounting for fixed device is supported by OCS/OFCS in non-roaming scenario.

5.4
Reference points

Editor's note: This clause will describe the reference points of architecture for roaming for alternative 1 for  Building Block 1.
The reference point Rx is defined in TS 23.203 [4].

Gxd
For the purpose of convergence between 3GPP and BBF network it transfers QoS control policies from the Home PCRF to the PCEF in the IP Edge in non-roaming scenario and from the Visited PCRF to the IP Edge in roaming scenario.
Sd

The functionality is defined in TS 23.203 [4]. For the TDF based charging outlined in the clause 5.3.1.2.1, the Sd reference point additionally enables transfer of the charging policies from the H-PCRF and the V-PCRF in the roaming case to the TDF.
SWa
For the purpose of convergence between 3GPP and BBF network it transports the authentication information for the 3GPP UE.  

STa
For the purpose of convergence between 3GPP and BBF network it transports the authentication information for the 3GPP UE.

Sp
For the purpose of convergence between 3GPP and BBF network it transfers User profile information from SPR to PCRF
Ud
For the purpose of convergence between 3GPP and BBF network it transfers User profile information from UDR to PCRF

The Reference points within the BBF access network are defined in BBF TR 058 [7], BBF TR-101 [8], BBF WT 145 [9] and BBF WT-134 [10] and they are considered out of the scope of 3GPP. Any enhancement of reference points within the BBF access network for supporting convergence scenario is out of the scope of 3GPP.

Editor's note: It is FFS whether S9 requires enhancements for supporting BBF convergent scenario.

5.4..1
Gxd Reference Point

The Gxd reference point resides between the PCEF in the IP edge and the PCRF.

The Gxd reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF in the IP Edge.

The Gxd reference point enables the transfer of QoS policies from the Home PCRF to the PCEF in IP edge in non‑roaming scenario for fixed device and for NSWO offload traffic, and from the Visited PCRF to the PCEF   in roaming scenario for the NSWO traffic

The Gxd interface supports both the PUSH and PULL model.

The Gxd reference point enables the signalling of PCC decision and it supports the following functions:

-
Request for PCC decision from PCEF in the IP Edge to PCRF;

-
Provision of PCC decision from PCRF to PCEF in the IP Edge;

-
Termination of Gxd session by PCEF in the IP Edge or PCRF.

-
Install events triggers at the PCEF in the IP Edge and notify the PCRF when the PCEF detects an event

A PCC decision consists of zero or more PCC rule(s) and IP CAN attributes.

Editor's note: It is FFS whether Gxd is Gx or an enhancement of Gx. Whether the Gxd is to be renamed is FFS.

Editor's note: It is FFS whether there is a single Gxd instance or multiple Gxd instances per fixed access session.

For the 3GPP PCC Gyd/Gzd based charging with PCEF located in the fixed broadband access network described in clause 5.3.1.2.2 the Gxd reference point enables the transfer of charging policies from the Home PCRF and V-PCRF in roaming to the PCEF in IP Edge. 

5.4.2
SWa Reference Point

The same extensions defined in TS 23.139 clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.

5.4.3
STa Reference Point

The same extensions defined in TS 23.139 clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.

5.4.4
Sp Reference Point

The Sp reference point is defined in TS 23.203.

Editor's note: The enhancement of Sp for supporting fixed device for QoS purpose (e.g. subscriber information related to fixed device or line) is FFS.

5.4.5
Ud Reference Point

The Ud reference point is defined in TS 23.335 [21]

Editor's note: The enhancement of Ud for supporting fixed device for QoS purpose (e.g. subscriber information related to fixed device or line) is FFS.

5.4.6
SWf, SWo Reference Point

These reference points are applicable in case of supporting the AAA-based accounting solution.

The SWf and SWo reference point transports accounting information from AAA Server to OCFS and OCS when AAA-based accounting solution is supported.

Editor's note: The enhancement of SWf and SWo for supporting AAA-based accounting is FFS.

5.4.7
B Reference Point 

The B reference point supports authentication for fixed device as define in TR-101, TR-144 and WT-146 . The Reference point and the procedure for authentication of fixed device and fixed session are out of the scope of 3GPP. 

In cased of AAA-based accounting solution this reference interface supports accounting and charging for fixed devices and for NSWO traffic. The requirements for accounting/charging for fixed device are defined in BBF TR-101 [8], TR-144 [22] and WT-146 [15].  WT-134 [10], section 4.14 requires that the policy framework support pre-/post-paid and per-use charging capabilities.

Editor's note: It is FFS whether and which requirements specified for supporting accounting/charging for NSWO in interworking scenario are applicable to convergence.

Editor's note: It is FFS whether additional enhancements for accounting/charging for NSWO and fixed device in convergence scenario are needed.

Editor's note: The assumption in this clause when fixed broadband access network is a BBF defined network shall be checked with BBF.

5.4.8
Gyd/Gzd Reference Point 

These reference points are applicable in case of supporting the alternative for 3GPP PCC- Gy/Gz based charging from the PCEF located in IP Edge as defined in the clause 5.3.1.2.

 In this case  the following requirements are applicable:

-
The Gyd reference point resides between the OCS and the PCEF. 

-
The Gyd reference point allows online credit control for service data flow based charging. 

-
The Gzd reference point resides between the PCEF and the OFCS

-
The Gzd reference point enables transport of service data flow based offline charging information.

Editor's note: It is FFS whether Gyd is Gy or an enhancement of Gy. Whether the Gyd is to be renamed is FFS.

Editor's note: It is FFS whether Gzd is Gz or an enhancement of Gz. Whether the Gzd is to be renamed is FFS.

5.4.9
Gyt/Gzt Reference Point 

These reference points are applicable in case of supporting the alternative for TDF based charging from the TDF as defined in the clause 5.3.1.1.
In this case the following requirements are applicable:

-
The Gyt reference point resides between the OCS and the TDF. 

-
The Gyt reference point allows online credit control for TDF based charging. 

-
The Gzt reference point resides between the TDF and the OFCS. 

-
The Gzt reference point enables transport of offline charging information.
Editor's note: It is FFS whether Gyt is Gy or an enhancement of Gy. Whether the Gyt is to be renamed is FFS.

Editor's note: It is FFS whether Gzt is Gz or an enhancement of Gz. Whether the Gzt is to be renamed is FFS.

5.5
Network elements

The 3GPP network elements are defined in details in TS 23.401 [2], TS 23.402 [3] and 23.203 [4].

5.5.1
PCRF

The PCRF functionality defined in TS 23.203 [4] shall apply. In addition, to support convergence between 3GPP and BBF network, the PCRF shall:

-
Send PCC rules to the PCEF in the IP Edge over Gxd interface for PCC control in the Fixed Broadband Access Network.

Editor's note: the additional functionalities of PCRF for supporting fixed session and NSWO traffic is FFS.

Additionally, to support TDF based charging as described in clause 5.3.1.2.1, the PCRF shall: 

-
Send ADC Rules including charging parameters to the TDF over Sd interface for TDF based charging control of offloaded 3GPP UEs’ traffic and/or of fixed access session's traffic.
5.5.2
IP Edge

The IP Edge is network element in the fixed broadband access network controlled by network operator capable of hosting an IP Session. This can be a BNG in the context of BBF TR-101 or a BRAS in the context of TR-59.

It is assumed that the IP Edge implements the PCEF functionalities.

Editor's note: the exact set of functionalities applicable to PCEF located at IP Edge for supporting convergence scenario is FFS.

Editor's note: the additional functionalities of IP Edge for supporting fixed session and NSWO traffic is FFS.

Specifically, it is assumed that the IP Edge:

-
Receives from the PCRF the PCC rules for QoS control in the Fixed Broadband Access network;

-
Requests the PCC rules to the PCRF for QoS control in the Fixed Broadband Access network;

-
Enforces the PCC rules in the Fixed Broadband Access network and performs the appropriate mapping between 3GPP QoS parameters and BBF specific QoS parameters.

- 
Perform admission control in fixed access or delegates admission control decision to other BBF nodes. Based on the admission control, the IP Edge accepts or rejects the request received over Gxd.

NOTE:
How the IP Edge performs QoS enforcement in the BBF access and mapping between 3GPP QoS parameters and BBF specific parameters is out of scope of 3GPP.

Editor's note: The assumptions in this clause when fixed broadband access network is a BBF defined network shall be checked with BBF.

5.5.3
TDF

The TDF functionality defined in TS 23.203 [4] shall apply.
Additionally, in case of receiving charging control parameters within the ADC Rules from the PCRF, the TDF:

-
Initiates, maintains and terminates the session with OCS/OFCS according to the charging control parameters received within the rules.
5.5.4
OFCS

The Offline Charging System (OFCS) is a collection of charging function, specified in TS 32.240 [25], used for offline charging. 

Editor's note: the enhancements of OCFS for supporting charging for NSWO and fixed devices are FFS.

5.5.5
OCS

The Online Charging System (OCS) is described in TS 32.296 [26]. 

Editor's note: the enhancements of OCS for supporting charging for NSWO and fixed devices are FFS.

5.5.6
AAA

The 3GPP AAA Server and 3GPP AAA Proxy are described in TS 23.402. To support online and offline charging for fixed devices,  the 3GPP AAA Server is enhanced to report per-user charging/accounting information about fixed devices to the OCS and OFCS. The 3GPP AAA Proxy is enhanced to relay accounting data between the BBF AAA Proxy and the 3GPP AAA Server in HPLMN.  

The BBF AAA is assumed to forward accounting information for fixed devices, using the Network access identifier provided in Accounting signalling with no impacts on BBF AAA.

Editor's note: It is FFS whether the CDR records related to fixed devices are sent from BBF AAA server to the 3GPP AAA.

Editor's note: The assumptions in this clause for BBF AAA shall be checked with BBF.

5.5.7
SPR

Editor's note: The information which may be provided by SPR for supporting convergent scenario is FFS.

5.5.8
UDR

Editor's note: The information which may be provided by UDR for supporting convergent scenario is FFS.

5.6TDF discovery

For the solicited application reporting, the TDF address is either configured in the PCRF or the PCRF may also receive it as part of Gxd signalling.

5.7
 Charging

5.7.1
TDF based charging

5.7.1.1
Architectural requirements

Architectural requirements shall be as defined in the TR 23.800 [27], Section 4.

5.7.1.2
Application Detection and Control Rules extension to support charging

ADC Rules extension to support charging shall be as defined in the TR 23.800 [27], Section 6.1.1.3.

5.7.3
Credit Management

Credit Management shall be as defined in the TR 23.800 [27], Section 6.1.1.4.

5.7.1.4
Termination action

Termination action shall be as defined in the TR 23.800 [27], Section 6.1.1.5.

5.7.2
AAA based Charging

The charging support can be provided when the BBF network reports per-user accounting data via the STa/SWa reference points.

Editor's Note: Per-use accounting data via the STa/SWa reference points is FFS.

Both offline and online charging may be supported by the 3GPP domain.

NOTE:
It is assumed that the BBF does not need to be aware of whether online or offline charging is used.

It is assumed that 3GPP based access authentication is performed so that STa/SWa is established.

It is assumed that the BNG is able to recognize the traffic of individual 3GPP UEs.

Editor's note:
Charging for 3GPP UEs that have not performed 3GPP based access authentication is FFS.

In order to allow the 3GPP operator to perform charging for 3GPP UEs when traffic is offloaded in the local wireline network, the following assumptions are made about functionality in the BBF Access Network:

-
The BBF network is able to collect per user accounting data for NSWO traffic and for fixed devices traffic and periodically report this data via the STa/SWa reference points.

Editor's Note: 
It is FFS whether the accounting for fixed device is supported by OCS/OFCS in non-roaming scenario.

5.8
Subscription ID

 For the 3GPP UE the Subscription-ID is the IMSI. 

For a BBF fixed device, the Subscription-ID is defined in BBF TR-134, section 4.1.4.1 and is defined as follows:

Parameter: Subscriber ID

Category: User identification

Type: Octet String

Description: Identity of the attached user.  The Subscriber ID is stored permanently in the user profile data base and is stored temporarily in the AAA function connected to the PDP  

NOTE: “and is stored temporarily in the AAA function connected to the PDP” reflects the policy management architecture of TR-134 and has no significance for the PCC based architecture.   

5.9
PCRF discovery 

Following information is available for PCRF discovery: the Subscription-ID, as specified in sub-clause 5.8, and the fixed device/3GPP UE local IPv4/v6 address or IPv6 prefix. For a 3GPP UE, the NSWO-APN is also available.

Editor’s note: Using the Access Line Identifier IE defined in BBF TR-134 for PCRF discovery is FFS

The AF has the same information available for PCRF discovery as defined in TS 23.203 [4] clause 7.6. 

The TDF for unsolicited application reporting has the same information available for PCRF discovery as defined in TS 23.203 [4] clause 7.6.

PCRF discovery and selection follows the principles defined in TS 23.203 [4] clause 7.6
5.10
Policy for QoS and charging 

Editor's note:
This clause will identify the requirements and assumptions for Policy for QoS and charging for Building Block 1.
5.10.1
Policy and charging control rule
For convergent policies the definition of PCC rules in clause 6.3 of TS 23.203 are applicable with the modification described in this clause.

NOTE 1:
The procedure for provisioning predefined PCC rules at the IP Edge is out of scope of 3GPP

Table 5.10.1-1 lists the QoS information contained in a PCC rule applicable to the convergent scenario on Gxd reference point. The definition of information contained in PCC rules in clause 6.3 of TS 23.203 shall apply to the convergent scenario.

Editor’s note:  Whether additional IEs are required is FFS

Editor’s note:  The list of QoS IEs will be verified with BBF

Table 5.10.1-1:  QoS rule information elements of  PCC rule

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the IP Edge PCEF
	Applicable for  NSWO WLAN, fixed BBF ,All

	Rule identifier
	See table 6.3 TS 23.203
	Mandatory
	no
	All

	Service data flow detection
	This clause defines the method for detecting packets belonging to a service data flow.
	
	
	All

	Precedence
	See table 6.3 TS 23.203.
	Mandatory
	yes
	All

	Service data flow template
	See table 6.3 TS 23.203
	Mandatory
	yes
	All

	Policy control
	This clause defines how the BNG  shall apply policy control for the service data flow.
	
	
	All

	Gate status
	See table 6.3 TS 23.203 
	
	Yes
	All

	QoS class identifier 
	See table 6.3 TS 23.203 
	Mandatory


	Yes
	All

	UL-maximum bitrate
	See table 6.3 TS 23.203 
	Conditional
(NOTE 1)


	Yes
	All

	DL-maximum bitrate
	See table 6.3 TS 23.203 
	Conditional
(NOTE 1)


	Yes
	All

	UL-guaranteed bitrate
	See table 6.3 TS 23.203 
	
	Yes
	All

	DL-guaranteed bitrate
	See table 6.3 TS 23.203 
	
	Yes
	All

	ARP
	See table 6.3 TS 23.203 
	Conditional
(NOTE 2)
	Yes
	All

	NOTE 1:
Mandatory when policy control on SDF level applies 

NOTE 2:
Applicable per BBF TR-134  requirements


5.10.2
Charging control information elements  for PCEF based charging

Table  5.10.2-1 includes the charging IEs  over Gxd for the PCEF based charging solution.

Table 5.10.2-1:  Charging rule information elements 

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the IP Edge PCEF
	Applicable for  NSWO WLAN, fixed BBF ,All

	Charging
	See table 6.3 TS 23.203  
	
	
	

	Charging Key
	See table 6.3 TS 23.203
	
	Yes
	All

	Service identifier
	See table 6.3 TS 23.203
	
	Yes
	All

	Application Service Provider Identifier
	See table 6.3 TS 23.203
	Conditional
	Yes
	All

	Charging method
	See table 6.3 TS 23.203
	Conditional
	Yes
	All

	Gate status
	See table 6.3 TS 23.203 
	
	Yes
	All


5.10.3
Charging control information elements  for TDF based Changing

Table  5.10.3-1 includes the charging IEs over Sd for the TDF based charging solution.

Table 5.10.3-1:  Charging rule information elements

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the IP Edge PCEF
	Applicable for  NSWO WLAN, fixed BBF ,All

	Charging
	See table 6.3 TS 23.203  
	
	
	

	Charging Key
	See table 6.3 TS 23.203
	
	Yes
	All

	Application Service Provider Identifier
	See table 6.3 TS 23.203
	Conditional
	Yes
	All

	Charging method
	See table 6.3 TS 23.203
	Conditional
	Yes
	All

	Measurement method
	See table 6.3 TS 23.203
	
	Yes
	All


5.10.4
Charging control information elements  for AAA based Changing

Editor’s note:  This section will have the IEs of the PCC rules for AAA based charging
5.11
Procedures 

Editor's note:
This clause will identify the procedures for Policy and QoS in TS 23.402 and/or 23.203 style for Building Block 1.
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